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Annual 47 C.F.R. § 64.2009(e) CPNI Certification Template
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Annual 64.2009(e) CPNI Certification for (' f{)  _overing the prior calendar year 9.0 [ O
1. Datefiled: 1. 2§ . /0
2. Name of company(s) covered by this certification: « (//Q Ty AL 'A/CCP %.—154 TfLa'?y i

3. Form 4SS Filer ID: 8 2 7 Lfé 0
4. Name of signatory: }/L(M/?‘L _B st

5. Title of signatory: CEO

6. Certification:

; a-é/ M //‘?‘L _B Q/%{H _ certify that | am an officer of the company named
above, and i

ng as an agent of the company, that | have personal knowledge that the company has
established operating procedures that are adequate to ensure compliance with the Commission’s CPNI rules.
See 47 C.F.R. § 64.2001 ef seq.

Attached to this certification is an accompanying statement explaining how the company's procedures
ensure that the company is in compliance with the requirements (including those mandating the adoption of
CPNI procedures, training, recordkeeping, and supervisory review) set forth in section 64.2001 et seq. of the
Commission’s rules.

The company Hﬁj /\/OT aken actions (i.e., proceedings instituted or petitions filed by a company
at either state commissions, the court system, or at the Commission against data brokers) against data
brokers in the past year. [NOTE: If you reply in the affirmative. please provide an explanation of any actions
taken against data brokers.]

The company Hﬁ-s {\/[)'f received customer complaints in the past year concerning the
unauthorized release of CPNI [[NOTE: If you reply in the affirmative, please provide a summary of such
complaints. This summary should include number of complaints, broken down by category or complaint,
e.g., instances of improper access by employees, instances of improper disclosure fo individuals not
authorized to receive the information, or instances of improper access to online information by individuals not
authorized to view the information.]

The company represents and warrants that the above certification is consistent with 47. C.F.R. § 1.17
which requires truthful and accyra
false statements and misrepre$

and ma bject it to enforcemey
Signe )r/’—;l'l/\" '

Attachrhentg: Accompanying Statement explaining CPNI procedures
Explanation of actions taken against data brokers (if applicable)
Summary of customer compiaints (if applicable)
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3 COMMUNICATIONS, INC
o
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February, 2010

Internal CPNI Procedures

Pursuant to federal requirements, V3 Communications (V3) has developed and
implemented an internal software system to flag and track access to Digital Voice service
customer records that contain CPNI, and has instituted employee training programs to
educate customer service and other employees who may have access to CPNI regarding
how and when they may use CPNI. V3 maintains an electronic audit mechanism to track
all access to customer account information. Federal law prohibits V3 from releasing call
detail information and/or records in any manner other than emailing it to customer
provided email account of record V3 also notifies its clients of any attempted changes to
their account information.
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